
Stephen Jones MP
Assistant Treasurer

Minister for Financial Services
Member for Whitlam

Helen Haines MP
Member for Indi



















•

•

•

•

•







Cyber Security

Presenter: Garry Austin
Date: 20/06/24



Telstra’s work on scams

Our Cyber Security team constantly monitors suspicious emails, phone calls and texts to identify ways 
to minimise their impact and help you stay safe online.
Cleaner Pipes blocks:

• 23 million scam SMS a month on average.
• 10 million malicious phone calls a month on average.
• 332 million scam and unwanted Bigpond email every month

Tips to spot and deal with a scam
Scams can be very unpleasant and stressful. They often try to catch you off guard, make you feel 
pressured or worried and they play on emotions.

There are two things you can do:
Ask yourself: What kind of scams are there? How can I tell when someone's trying to scam me? What 
can I do in the moment to protect myself?
Report them. If you suspect someone is trying to scam you, let us know and we can investigate the 
matter.



Avoiding scams
Asking 'did I expect this' is the most simple and effective way to detect scams:

• Regardless of the sender: anyone can impersonate any business.
• If pressure is applied: a caller does not want you to hang up.
• If the communications feels odd: does your bank contact you this way?

Traditional scam indicators are still reliable (but a bit confusing):
• Typos are a reliable indicator (yet even criminals should have spell 

checkers).
• Suspicious links (yet legitimate links often look suspicious).
• Suspicious email domains (lookalikes are sometimes hard to spot).
• Suspicious logos (it’s easy to download perfect copies).

Staying abreast of the latest scams is useful:
• Many people find avoiding scams is made easier by knowing what data 

cyber crims are currently after and the methods they are using to get it.

2



My Telstra App

• Authentication within the MyTelstra app helps validate customers and 
Telstra operators.

• Snitch a scammer – Forward any SMS scams to 7226 to help improve and 
notify us of scams SMS attempts

• My Telstra Notification Centre



Avoiding scams
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Avoiding scams
Never:

• Give out multifactor authentication (MFA) or one-time codes to anyone 
contacting you. This is a common scam to break into secured accounts 
with MFA.

• Reuse passwords. Use a password manager to set unique passwords for 
all accounts.

Always
• Check account security settings when registering any service and look for 

and apply MFA if available, especially email.
• Minimise the real information (such as name, address, and date-of-birth) 

that you fill out online, where possible.
• Set up your MyTelstra app when activating a service for a significant anti-

scam security boost.





3 things to do tomorrow:

Register on Do Not Call Register

Tell a friend or neighbour about the risks

Make a plan for your password management
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Thank you
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